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Information on Data Protection in connection with the Extraordinary General Meeting of 

Raiffeisen Bank International AG on 21 November 2023 

 

Raiffeisen Bank International AG processes the personal data of shareholders or their proxies 

and other persons attending the General Meeting (the “participants”), in particular name, 

address, date of birth, registration number of legal entities, securities account number, number 

of shares, voting card number, e-mail address and where applicable telephone number, on the 

basis of the applicable data protection laws and the Stock Corporation Act (Aktiengesetz) in 

order to enable them to exercise their rights at the General Meeting. This data will be processed 

in line with the applicable legal requirements. 

 

Raiffeisen Bank International AG, Am Stadtpark 9, 1030 Vienna 

(www.rbinternational.com/imprint), is responsible for the processing. The legal basis for the 

processing is compliance with legal obligations pursuant to Article 6 (1) c) of the General Data 

Protection Regulation and pursuit of legitimate interests of the Company or those of a third 

party within the meaning of Article 6 (1) f) of the General Data Protection Regulation. 

 

The Company processes personal data in order to prepare and conduct the General Meeting, as 

well as perform related follow-up activities. This affects data processed for the participants’ 

registration and connection to the General Meeting (e.g. checking authorization for exercising 

shareholder rights and for connection via the GM portal, as well as the compilation of a list of 

participants) and for enabling shareholders and their proxies to exercise their rights in the 

framework of and in connection with the General Meeting (including the granting and revoking 

of proxies and instructions). In particular, the Company also processes data on voting behavior 

in so far as participants exercise their voting rights at the General Meeting, in order to ensure 

the proper resolution and evaluation of votes at the General Meeting. 

 

Moreover, the Company processes information on any objections to resolutions of the General 

Meeting that are declared by participants during the General Meeting. Personal data is also 

processed to fulfill the Company’s statutory duties to participants. 

 

The Company obtains this data from sources including depository credit institutions (deposit 

certificates) or from the participants themselves when registering for the General Meeting, 

when requesting access data, on registration during the admission and access process and/or 

when appointing proxies and from input to the GM portal. In principle, participants are obliged 

to provide the Company with the necessary information. 

 

The service providers and processors of the Company, which are commissioned for the purpose 

of organizing the General Meeting (including, in particular, IT and back-office service providers 

such as Computershare Deutschland GmbH & Co. KG, Elsenheimerstraße 61, 80687 Munich, 

Germany), only receive personal data from the Company that is required for the execution of 

the commissioned services and process or determine this data exclusively in accordance with 

the instructions of the Company. 

 

https://www.rbinternational.com/en/homepage/imprint.html
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An audio recording is made during the General Meeting to facilitate the taking of minutes by 

the notary who records them. 

 

The proxies present at the General Meeting, the notary and all shareholders participating online 

by way of connection through the GM portal may examine the legally mandated list of 

participants and the personal data specified therein (including name, place of residence and 

number of shares). 

 

In compliance with its legal obligations, the Company also passes on the personal data of 

participants to public authorities such as the commercial register or Financial Market Authority. 

A data transfer to third countries (states outside the European Economic Area - EEA) does not 

take place.  

 

All data collected using cookies, device identification and similar processes is always used by 

the Company and is not amalgamated with stored customer or profile data. 

 

The Company temporarily stores the participant’s IP address used for Internet access on every 

visit to the GM portal as well as the pages that they visit in order that basic services such as 

access rights function. 

 

In the whole range of services for the General Meeting, the Company uses the latest security 

standard (256-bit encryption). Data are encrypted directly on transmission and all information 

relevant for data protection purposes is stored in encrypted form in a secure database. In order 

that participants’ access can be administered, a session cookie (which is deleted on closing the 

browser) is necessary. 
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Cookies used for the GM portal and similar technologies 

 

Cookie Description Storage period Classification 

X-XSRF-TOKEN 

.AspNetCore.Antiforgery.8-

SwGiRsH58 

Token to establish the secure 

connection 

between InvestorPortal and 

Q-Live. 

Per Session Necessary 

Local Storage 

Storage of the login 

timestamp  

Designation of the keys: 

ng2Idle.main.expiry 

ng2Idle.main.idling 

A session store is intended for 

scenarios where the user 

performs a single action. This 

is used for automatic logout 

after 30 minutes of inactivity. 

Session Active Necessary 

Session Storage 

Authentication token, session 

data, e-mail address 

(confirmation function).  

Designation of the keys: 

eServiceStorage 

IVPLanguage 

authorizationData 

hostPortalContext 

translationTags 

The SessionStorage attribute 

of the Window object 

preserves key-value pairs for 

all pages loaded during the 

validity period of a single tab 

(for the duration of the top-

level browser context).  

Temporary storage (e-mail 

address) for automated 

sending of confirmations. 

Per Session  
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Browser settings 

 

Participants can refuse the storage of cookies by websites and applications on their end devices 

or adjust their browser settings. In the latter case, they will receive a warning before cookies 

are stored. Participants can also adjust their settings so that their browser either rejects all 

cookies or only third-party cookies. They can also delete cookies that have already been stored 

at an earlier time. It should be noted that the settings must be adjusted separately for each 

browser and on each device used. If participants do not wish to use cookies, the Company would 

like to point out that it regrets that it cannot guarantee that its GM portal will function properly 

without the use of cookies. 

 

The data of the participants will be anonymized or deleted after the end of the respective 

applicable legal periods. 

 

Enforcement of rights 

 

All participants have the right to information, correction, deletion or restriction of the 

processing of personal data concerning them, a right of objection to the processing and the 

right to data portability in accordance with the conditions of data protection law. If the 

Company processes data to protect the legitimate interests of the Company or of a third party, 

participants are entitled to object to the processing of this data on grounds relating to their 

particular situation. In this case, the Company will no longer process the personal data in so far 

as proof cannot be provided that there are compelling legitimate grounds for the processing of 

data that outweigh the interests, rights and freedoms of the participants, or that the 

processing of data is necessary for the establishment, exercise or defense of legal claims. 

 

Participants can exercise these rights with respect to Raiffeisen Bank International AG free of 

charge using the following contact details: 

 

Raiffeisen Bank International AG 

Group Data Privacy 

Am Stadtpark 9, 1030 Vienna, Austria 

datenschutz@rbinternational.com 

 

It is important to note that legal exceptions to exercising the rights of the affected persons 

(e.g. continued obligations to store data) may arise. In addition, participants have a right to 

lodge a complaint with the Austrian Data Protection Authority (www.dsb.gv.at) pursuant to 

Article 77 of the General Data Protection Regulation. 
  

mailto:datenschutz@rbinternational.com
https://www.dsb.gv.at/


TRANSLATION FROM GERMAN ORIGINAL; ONLY THE GERMAN ORIGINAL IS BINDING AND VALID 

Contact details of Raiffeisen Bank International AG’s data protection officer: 

Raiffeisen Bank International AG 

Am Stadtpark 9, 1030 Vienna, Austria 

datenschutzbeauftragter@rbinternational.com 

+43 (0)1 71 707-8603

There is no automated decision-making pursuant to Article 22 of the General Data Protection 

Regulation. 

Further information on data protection can be found at www.rbinternational.com under "Data 

protection". 

mailto:datenschutzbeauftragter@rbinternational.com
https://www.rbinternational.com/en/homepage.html
https://www.rbinternational.com/en/homepage/data-protection.html
https://www.rbinternational.com/en/homepage/data-protection.html

